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**Body of the outline**

1. **Discussion on the chosen topic**

AWS EBS/EFS/RDS Automated encryption using Boto3 – Python SDK for AWS automates the encryption of existing EC2 instances with EBS volumes, EFS file systems and RDS Database instances.

Encryption is a mandate in every organisation to secure data at rest or in transit. AWS has different storage options and EBS, EFS and RDS are different ways to store block data, file share and database. It is necessary to have them encrypted to keep the data safe from any malicious actors.

AWS has no straightforward way to encrypt existing data in EBS/EFS/RDS. Thus, we must perform series of actions to achieve the same. Some of these actions are error prone, time consuming and requires high downtime of services.

There are several ways to interact with AWS. Through AWS Management console, AWS CLI and AWS SDKs. Boto3 is python SDK for AWS, which is widely used and maintained. The easiness of use and extensive documentation makes Boto3 a go-to choice for interacting with AWS APIs with a programming language (Python).

Encrypting EBS/EFS/RDS through AWS Management console/AWS CLI is possible but is time consuming and error prone. Performing a series of repetitive tasks manually can lead to human errors. It needs continuous monitoring, which takes up lot of productive time of the administrators when done in scale.

The solution proposed in this paper automates all the necessary steps needed to encrypt these data storage solutions in AWS, making it easier and convenient. An administrator just has to use the cli tool and provide an input. Rest of the things

will be carried out by the tool.

**2. Detailed Plan of Work** (for 16 weeks)

|  |  |  |  |
| --- | --- | --- | --- |
| Serial Number of Task | **Tasks or subtasks to be done** (be precise and specific) | Planned duration in weeks | Specific Deliverable in terms of the project |
| 1 | Project Planning and Research | 2 | Define scope, identify requirements and setup AWS environment |
| 2 | Understanding EBS, EFS and RDS | 2 | Understand the architecture of EBS, EFS and RDS and learn the encryption mechanisms. Review the boto3 documentation. |
| 3 | Designing code | 2 | Design overall architecture of the encryption script. Create flow charts. Plan for testing and validation. |
| 4 | Implementation - EBS Encryption | 2 | Start coding the function for encryption of EBS. Implement it in AWS and test. |
| 5 | Implementation - EFS Encryption | 2 | Start coding the function for encryption of EFS. Implement it in AWS and test. |
| 6 | Implementation - RDS Encryption | 2 | Start coding the function for encryption of RDS. Implement it in AWS and test. |
| 7 | Creation of CLI tool, testing and debugging. | 2 | Create the CLI tool after packaging the whole code and test it in AWS environment. |
| 8 | Documentation and Reporting | 1 | Write detailed documentation for the script, including usage instructions and examples. Write the final report for the dissertation, including an introduction, methodology, results, and conclusion. |
| 9 | Final Review and Submission | 1 | Conduct a final review of the script, documentation, and report.  Submit the final version of script, documentation, and dissertation repory. |
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